
AMENDMENT TO RULES COMMITTEE PRINT 119– 

8 

OFFERED BY MR. NUNN OF IOWA 

At the end of subtitle B of title XVII, insert the fol-

lowing: 

SEC. 17ll. JOINT DEPARTMENT OF DEFENSE AND DE-1

PARTMENT OF HOMELAND SECURITY DATA 2

MANAGEMENT PLAN TO ESTABLISH OPER-3

ATIONAL CONTROL OF THE SOUTHERN BOR-4

DER OF THE UNITED STATES. 5

Not later than 180 days after the date of the enact-6

ment of this Act, the Secretary of Defense and the Sec-7

retary of Homeland Security shall jointly develop a data 8

management plan to boost comprehensive data availability 9

and security to establish operational control of the south-10

ern border of the United States. The plan required under 11

this section shall include strategy and resource planning 12

to field commercial capabilities that— 13

(1) accurately identify, categorize, and secure 14

sensitive data across all environments, including 15

structured and unstructured environments, on-prem-16

ises and in the cloud; 17
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(2) enable precise detection of personally identi-1

fiable information, including names and geographic 2

entities, to ensure that security policies are applied 3

effectively and comprehensively using modern tech-4

nology including advanced natural language proc-5

essing capabilities; and 6

(3) enable agencies to quickly and efficiently 7

enforce security policies and remediate issues 8

through automation. 9

◊ 
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Amendment to Rules Committee Print 119–8


Offered by Mr. Nunn of Iowa


At the end of subtitle B of title XVII, insert the following:


SEC. 17__. Joint Department of Defense and Department of Homeland Security data management plan to establish operational control of the southern border of the United States.

Not later than 180 days after the date of the enactment of this Act, the Secretary of Defense and the Secretary of Homeland Security shall jointly develop a data management plan to boost comprehensive data availability and security to establish operational control of the southern border of the United States. The plan required under this section shall include strategy and resource planning to field commercial capabilities that—


(1) accurately identify, categorize, and secure sensitive data across all environments, including structured and unstructured environments, on-premises and in the cloud;


(2) enable precise detection of personally identifiable information, including names and geographic entities, to ensure that security policies are applied effectively and comprehensively using modern technology including advanced natural language processing capabilities; and


(3) enable agencies to quickly and efficiently enforce security policies and remediate issues through automation.
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  At the end of subtitle B of title XVII, insert the following:
 
  17__. Joint Department of Defense and Department of Homeland Security data management plan to establish operational control of the southern border of the United States Not later than 180 days after the date of the enactment of this Act, the Secretary of Defense and the Secretary of Homeland Security shall jointly develop a data management plan to boost comprehensive data availability and security to establish operational control of the southern border of the United States. The plan required under this section shall include strategy and resource planning to field commercial capabilities that—
  (1) accurately identify, categorize, and secure sensitive data across all environments, including structured and unstructured environments, on-premises and in the cloud;
  (2) enable precise detection of personally identifiable information, including names and geographic entities, to ensure that security policies are applied effectively and comprehensively using modern technology including advanced natural language processing capabilities; and
  (3) enable agencies to quickly and efficiently enforce security policies and remediate issues through automation.
 

